	No
	Requirement
	Solution Area

	1. 
	Ability to easily define organizations and an organization structure with hierarchical relationship between the organization units to model the different units, departments and divisions that comprise a healthcare institution.
	Organization Definition

	2. 
	Ability to define and maintain facilities and associate care sites to a facility to ensure that the list of care sites available to a practice setting is selected from care sites defined by facility e.g. a (room can provide location for cardiology clinic one day and for primary care clinic another day; cardiology clinic today might be in one physical location but in another tomorrow)
	Practice Setting Management;

Care Site Management HLD

	3. 
	Ability to associate users to one or more organizations for both function security and data security.  The combination of attributes associated to a staff member (e.g. organization affiliation, job function, credentials)  should determine access level to both to function and data entities
	Workgroup Management

	4. 
	Ability to support multiple relationships between a staff and an organization unit and to associate a default Practice Setting to a staff member. For examples, physicians are typically “employed by” a department but may perform services across multiple units within a hospital.  Nurses on the other hand are typically associated to actual practice settings where patient care is delivered (nursing units, ICU, CCU, etc.)
	Organization Definition,

Workgroup Management; Staff Registration HLD

	5. 
	Ability to support organization specific views to OHO entities such as encounters and to restrict patient transfers to the practice settings a specific user has access to; that is, the ability to allow a user affiliated to multiple organization units to reassign encounters to any of his/her affiliated practice settings 
	Workgroup Management; Organization Security

	6. 
	Ability to notify a group of users associated to a Practice Setting (e.g. sample of notifications would include “encounter assignments to a particular Practice Setting”, “Pending Discharges”, etc. Or notifications to housekeeping organization/staff when appropriate) 
	Workgroup Management, Workflow Considerations

	7. 
	Ability to manage practitioner “rotations” and assign dynamic workgroups (e.g. rotate “attending physicians” for a specific org unit (medical staff services)) and to assign “floating nurses” to dynamic workgroups
	Workgroup Management

	8. 
	Ability to easily transfer job functions when a practitioner transfer organization units (eg. Floor nurse ICU => Floor nurse clinic) - Floor nurse will probably get more functions and access different set of data
	Workgroup Management

	9. 
	Ability to grant permissions to a practitioner to view data for a specific organization if practitioner’s credentials have been verified for that organization.  Credentialer may remove a user from a workgroup if it is determine s/he does not have appropriate credentials
	Workgroup Management;



	10. 
	Ability to allow credentialer to assign/un-assign workgroups.  The credentialer, upon evaluation of credentials, may need to add or remove users from a workgroup. The credentialer is the person tha really knows what “permissions” a user should have or not so that if a system administrator had to actually perform the action, they would have to follow the crendentialer’s advice to the letter
	Workgroup Management; 

	11. 
	Ability to secure credentialing verification reports per organizations where each organization is characterized as a credentialer . Each organization “owns” the credentialing verification report. Access to these results need to be secured.
	Workgroup Management

	12. 
	Ability to secured access to medical records based on patient’s consent provisions for cross-entity or cross organizational view of  his/her medical record.  For example, within a healthcare institution, the psychiatric department, infectious diseases department, oncology department may hold separate medical records for the same patient to ensure confidentiality
	Consent Management 

	13. 
	Ability to grant medical record access to subordinate organizations once consent is provided at parent level unless the subordinate organization is also a consent target (medical record issuer)
	Consent Management


